Solved: insecure FTP data
connection (TLS session

resumption)

If you are running any version of Syncplify.me Server! prior to 5.1.17, and using the FTPS or FTPES
protocol, your client software may start complaining about an "insecure data connection" or lack of

"TLS session resumption".

You may see an error message similar to the one here below:

pod

Insecure FTP data connection

This server does not support TLS session resurnption on the data connection.

TLS session resurmption on the data connection is an important security feature
to protect against data connection stealing attacks.

If you continue, transferred files may be intercepted or their contents replaced
by an attacker.

Host: 10.141.134.60
Port: 21

] Always allow insecure data connections for this server in future sessions.

QK Cancel

There's an easy solution to that: upgrade to the most recent version of Syncplify Server!

Thank you!
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